|  |  |
| --- | --- |
| **DOCUMENT** | **LINK** |
| NIST SP 1800-5 (tools for discovery) |  |
| NISTIR 7621 *Small Business Information Security: The Fundamentals* | https://www.nist.gov/itl/smallbusinesscyber |
| NIST SP 800-171r2 *Protecting Controlled Unclassified Information in Nonfederal Systems and Organizations*  | https://csrc.nist.gov/publications/detail/sp/800-171/rev-2/final |
| NIST HB 162*NIST MEP Cybersecurity Self-Assessment Handbook for Assessing NIST SP 800-171 Security Requirements in Response to DFARS Cybersecurity Requirements*  | <https://nvlpubs.nist.gov/nistpubs/hb/2017/NIST.HB.162.pdf> |
| NIST SP 800-172*Enhanced Security Requirements for Protecting Controlled Unclassified Information: A Supplement to NIST Special Publication 800-171* | <https://csrc.nist.gov/publications/detail/sp/800-172/draft> |
| NIST SP 800-160 v2*Developing Cyber Resilient Systems: A Systems Security Engineering Approach*  | https://csrc.nist.gov/publications/detail/sp/800-160/vol-2/final |
| NIST glossary of terms | <https://csrc.nist.gov/glossary>  |
| DoD CUI mandatory training | <https://www.dodcui.mil/Home/DoD-CUI-Registry/> |
| Free CMMC eBook from NDIA (National Defense Industrial Association) | <https://www.ndia.org/education/e-books/2020_cmmcebook> |
| NIST SP 800-171A*Assessing Security Requirements for CUI* | https://nvlpubs.nist.gov/nistpubs/SpecialPublications/NIST.SP.800-171a.pdf  |
| NIST SP 800-161r2*Computer Security Incident Handling Guide* | https://csrc.nist.gov/publications/detail/sp/800-61/rev-2/final |
| CMMC Assessment Boundary Scoping Guide | <https://www.complianceforge.com/cmmc-assessment-boundary-scoping-guide/> |
| NIST SP 800-128*Guide for Security-Focused Configuration Management of Information Systems* | <https://csrc>.nist.gov/publications/detail/sp/800-128/final |
| NIST Small Business Cybersecurity Corner (training materials and planning guides; case studies) | <https://www.nist.gov/itl/smallbusinesscyber>https://www.nist.gov/itl/smallbusinesscyber/cybersecurity-basics/case-study-series  |
| NISTIR 8228*Considerations for Managing Internet of Things (IoT) Cybersecurity and Privacy Risks* | https://csrc.nist.gov/news/2019/nist-publishes-nistir-8228 |
| Information Security Forum (ISF)  | <https://www.securityforum.org/research/threat-horizon-2019/> |
| [2017 Identity Fraud Study](https://www.javelinstrategy.com/coverage-area/2017-identity-fraud) (released by Javelin Strategy & Research) |  |
| TrendMicro re Business Email Compromise  | <https://www.trendmicro.com/vinfo/us/security/news/cybercrime-and-digital-threats/business-email-compromise-bec-schemes> |
| 2020 *Data Breach Investigations Report* 2019 *Data Breach Investigations Report*  | <https://enterprise.verizon.com/content/verizonenterprise/us/en/index/resources/reports/2020-data-breach-investigations->report.pdf |
| FTCFCCSBAFBI (Infragard)CISA Region 8: Dave SonheimSpace ISAC: Erin Miller |  |